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Installation

Install ibmsAsd.jar on the computer where Niagara AX Workbench will run. To install, place
a copy of the file in the modules directory of your Niagara AX installation. This is typically
C:\Niagara\Niagara-3.n.nnn\modules.

Install ibmsAsd module on the target station. Using a Niagara AX workbench where the
module has already been installed, connect to the stations platform service. Go to the
software manager and install ibmsAsd.

Apart from installing the 3.n.nn version of the Niagara distribution files in the JACE, make
sure to install the ibmsAsd module too (if not already present, or upgrade if an older
revision). For more details, see “About the Commissioning Wizard” in the JACE Niagara AX
Install and Startup Guide.

Following this, the station is now ready for N2 software integration, as described in the rest
of this document.
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Requirement

e Workbench 3.6.xx or higher.
1. Serial communication RS485 Port. (Required “serial” feature in the license).
e Maximum Asd Network support:-

Theoretical there is no limitation on maximum Asd Network in the single Niagara AX
station, the limitation is always base on the JACE resource count, and system must
have at least reserve for 30% CPU usage to perform the multiple process.

e AX platform JACE support:

JACE 2xx.
JACE 4xx.
JACE 5xx.
JACE 6xx.
JACE 7xx.

arwnE

e Network 8000 Asd Devices support:

Microzone Il (Zone2)

VAV (Flow2)

Lighting Interface Module (LIM)
Micronet Integrator

Micronet VAV (MnFlow)

Micronet Heat Pump Fan Coil (MnHpfc)
PEM

NouokrwhE
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ASD Bus

To other MicroNet
2000 Integrators and/or
%m ASD Controllers

E MicroNet 2000
@ f| Integrator

MICROZONE Il

To other
MicroNet 2000
Controllers

MicroNet 2000 Controllers
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Quick Start

This section provides a collection of procedures to use the AX Asd drivers to build networks
of devices with proxy points and other components. Like other AX drivers, you can do most
configurations from special “manager” views and property sheets using Workbench.

= For any of the Asd networks:

. “Configure the Asd network”

o “Add Asd devices”

o “Create Asd proxy points”
Configure Asd Network

To add and configure a Asd network, perform the following main tasks:
= Add the Asd network, as needed:

° Add a AsdNetwork

Add a AsdNetwork

To add a AsdNetwork in the station

Use the following procedure to add a AsdNetwork component under the station’s Drivers
container.

Note : If the host JACE has multiple RS-485 ports to be used for client (master) access of
Asd networks, add one AsdNetwork for each physical port. Note that for each AsdNetwork,
you must Configure the serial port parameters.
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To add a AsdNetwork in the station:

Double-click the station’s Drivers container, to bring up the Driver Manager.

Click the New button to bring up the New network dialog. For more details, see
“Driver

Manager New and Edit” in the Drivers Guide.

Select “Asd Network,” number to add: 1 (or more if multiple networks) and click OK.

This brings up a dialog to name the network(s).

Click OK to add the AsdNetwork(s) to the station. You should have a AsdNetwork

named “AsdNetwork” (or whatever you named it),under your Drivers folder, initially

showing a status of “{fault}” and enabled as “true.”

After you Configure the serial port parameters, status should change to “{ok}".
Configure the serial port parameters

In the AsdNetwork property sheet for each network, you must set the serial port
configuration to match the serial communications parameters used by other Asd

devices on the network.

To set the serial port parameters

To set the serial port parameters and mode for a AsdNetwork:
Right-click the AsdNetwork and select Views > Property Sheet.
The Property Sheet appears.

Scroll down and expand the Serial Port Config slot.

Set the properties for the JACE serial port used, where defaults are:
e Port Name: none — Enter the JACE port being used, like COM2 or COM3.

Note : The baud rate, data bit, stop bit and parity is disabled and the driver will

automatically adjust the baud rate base on the Max Baud rate
configuration.

Click the Save button.
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Add a Asd Devices

After adding a Asd network, you can use the network’s default “device manager” view to add
the appropriate Asd devices.

Note: You need the address information for each Asd device you are adding, as well as for
later procedures to add proxy points under devices.

To add a Asd device in the network

Use the following procedure to add the correct type of Asd device in the network. To add a
Asd device:

= In the Nav tree or in the Driver Manager view, double-click the client network, to bring
up the device manager (Asd Device Manager). All of these device manager views
operate in a similar fashion.

Note: For general device manager information, see the “About the Device Manager” section
in the Drivers Guide.

= Click the New button to bring up the New device dialog.

= Select for number to add: 1 (or more, if multiple) and click OK.
This brings up a dialog to name the device(s), enter Asd device address.

e Any Asd Device needs the unique address in use.

= Click OK to add the Asd device(s) to the network.
You should see the device(s) listed in the Asd Device Manager view, showing a
status of “{ok}” and enabled as “true.”

If a device shows “down” check the configuration of the network and/or Asd device
addresses. You can simply double-click a device in the device manager to review
settings in an Edit dialog, identical to the New dialog when you added it.

After making any address changes, click Save, then right-click the device and select
Actions > Ping.
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Create Asd Proxy Point

As with device objects in other drivers, each Asd device has a Points extension that serves
as the container for proxy points. The default view for any Points extension is the Point
Manager (and in this case, the “Asd Point Manager”). You use it to add Asd proxy points
under any Asd device.

Note: Unlike the point managers in many other drivers, the Asd Point Manager does offer a
“Learn mode” with a Discover button and pane. Otherwise you can simply use the
New button to create proxy points, referring to the vendor’s documentation for the
addresses of data items in each Asd device.

To add Asd proxy points

Once a Asd device is added, you can add proxy points to read and write data. If
programming online (and the device shows a status of “{ok}”), you can get statuses and
values back immediately, to help determine if point configuration is correct. Use the
following procedure:

To create Asd proxy points in a device:

. In the Device Manager, in the Exts column, double-click the Points icon & in the row
representing the device you wish to create proxy points.

This brings up the Asd Point Manager.

. (Optional) Click the New Folder button to create a new points folder to help organize
points, and give it a short name, such as “TempNol”, or whatever name works for
your application. You can repeat this to make multiple points folders, or simply skip
this step to make all proxy points in the root of Points. Note that all points’ folders
have their own Asd Point Manager view, just like Points. If making points folders,
double-click one to move to its location (and see the point manager).

. At the location needed (Points root, or a points folder), click the New button. The
New points dialog appears, in which you select a point “Type,” “Number to Add,”
“‘Point Type” and “Index”.
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Name Type Ord Enabled |Facets Tuning Policy Name |Conversion @

() Name |ewsDw_ensDml

Type Cannot edit

) Asd Link
O ord | O souree [emaDw
I O Sht |emspwl
") Enabled ﬂ
) Facets trueText=0N FalseText=CFF 3 YD
{73 Tuning Policy Name |Default, Policy hd
() Conversion [Opefae [+] I,\\,

For more details, see “About Asd proxy points”

. Click OK to add the proxy point(s) to the Points extension (or to the current points
folder), where each shows as a row in the point manager.

If parameter correctly, each point should have a status of “{ok}” with a polled value
displayed.

o If a point shows a “{fault}” status, check its ProxyExt “Fault Cause” property
value, which typically includes a Asd “fault cause” string, such as “Read fault:
illegal data address”. In such a case, re-check the address in the point against
the documented address for the data item.

. Continue to add proxy points as needed under the Points extension of each Asd
device. As needed, double-click one or more existing points for the Edit dialog, similar
to the New dialog used to create the points. This is commonly done for re-editing
items like data addresses, hames, or facets.

Create Asd Send Group

As with device objects in other drivers, each Asd device can be control by global by using
the Send Group.

To add Asd Send Group

Once a Asd Network is added, you can add Send Group under the “Asd Group Device” to
do the global control.

To create Asd Send Group in a Group Device:

. In the Device Manager, in the column name call “Groups”, click right mouse button
View > Property sheet.




NETWORK 8000 ASD USER GUIDE

Make sure the Asd palette already open and select the “AsdSendGroup” from the
palette and drop under the “Groups” as a figure below.

& WorkPlace AX - a X

File Edit Search Bookmarks Tools Window Help

«-=»-4- T4 D O m * -

My Host: DELL-75MA100 (wb) & Station (wb) = Config “m Drivers  %m AsdNetwork @ Groups = Property Sheet ~

v = Nav O| |E Groups (Group)

g @ !y Network < | - © status
— 1 © Enatles G [
= My Host: DELL-75MA100 (wb) © Enable ﬂ

+ B3 My File System - © Fault Cause [
+ g8 My Modules | Health Fail [null]
# Platform + (@ Alarm Source Info  Alarm Source Info
- & station (wb) + @ Points Asd Point Device Ext
- B config 4 () SendGroup Send Group
+ & senices
- @ Drivers
+ @ NiagaraNetwork
- %@ AsdNetwork
-
* . Alarm Source Info
i3 6 Points
+ © SendGroup
+ [ wFn
+ Apps
+ E3 Files
+ &4 History
Station
B} Sedona (EasylOFG):
+ [ 192.168.100.121 (UCGeneric)
+ @ 192.168.100.123 (UCGeneric)

- [ Palette [}
D ores

+ @) AsdNetwork
+ (@ AsdDeviceFolder
+ B3 AsdPointFolder

. o Em

Refresh =] save
IE [BE]

Every “AsdSendGroup” object has property as below:

a) Send Group Device Type — device type that will receive the broadcast message
from the sent group input.

b) Group number — the group number that will receive the command.
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# WorkPlace AX - (] X

File Edit Search Bookmarks Tools Window Help

« - o-t- T8 - 0 M -

My Host : DELL-75MA100 (wb) g Station (wb) <% AsdNetwork ® Groups @ SendGroup ='Property Sheet ~
~ [z Nav 0| |© SendGroup (Send Group)
: @ My Network ~[ll | - © Enabled [© false [~]
- @ My Host : DELL-T5MA100 (wb) - © send Group Device Type  Mzil_|~]
+ B3 My File System —J © Group Number [ TJo-259
+ & My Modules | @ Update Time [2mins - hour]
# Platform _| == High Priority |£a1se 1ok} R4
= mgaﬁon (wb) _J == MbxInput [= inui1y | ®
- B config
_| = Ems Dv1 ]- 3
+ P senices S I
- % Drivers -l = Ems Dv2 [ (oui1y =
+ @ NiagaraNetwork _| = Ems Dv3 - tnui1y R4
- €@ AsdNetwork _| =m Ems Dv4 [ toui1y | #
- E Groups | = Ems Dv5 | ) ] s
+ @ Alarm Source Info e D | [+
+ @ Points =A{nal
20y SendGroup] _| = Ems Dv7 |- _{nui1y R4
+ [ mFn | _) == EmsDv8 |- inui1y B3
+ [ Apps _J = Ems Mf1 | ERETE) IR
i Z :_Iels _| == Ems Mf2 |5 (nu11y B2
+ istory
Bt _| = Ems Mf3 [= inu11y | #
£, Sedona (EasylOFG): | == Ems Mf4 |- tnu11} | ¥
+ [ 192.168.100.121 (UCGeneric) _] =m Ems Av1 |- {null} | ¥
+ (%1 192.168.100.123 (UCGeneric) | = Ems A2 | BTN |+
~ [ Palette ]
| x B[Ol [) ibmsAsd [~ ]
+ <@ AsdNetwork
+ (@ AsdDeviceFolder
+ 3 AsdPointFolder
.
I Refresh ” [ save I
o

Double click at the “Groups” point extension as figure below and this will show the
point manager for the “Groups” “SendGroup” point database. Discover the
“SendGroup” point and add into the database as figure below:-
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& WorkPlace AX

File Edit Search Bookmarks Tools

Y EIT R

Window Manager Help

O m |

My Host : DELL-75MA100 (wb)

W Station (wb) Config

“m Drivers

“5 AsdNetwork

® Groups  ‘ig Points

I @ % AsdLearn Points

2y @ My Network

El My Host : DELL-75MA100 (wb)
+ = My File System
+ & My Modules
~f Platform
- &g station (wb)
- B config
+ @ Senvices
- @ Drivers
+ <P NiagaraNetwork
= 4B AsdNetwork
- [ Groups
+ @ Alarm Source Info
- O
+ O SendGroup
+ B MR
+ [ Apps
+ E3 Files
+ 43 History
7 station
B} Sedona (EasylOFG):
+ [ 192.168.100.121 (UCGeneric)
+ #9192, 168.100.123 (UCGeneric)

- B Palette

+ @) AsdNetwork
+ @ AsdDeviceFolder
+ £ AsdPointFolder

EN @) SendGroup|

fea|

CEE oreee ]

Side Bars

Discovered
Name

Ord

Value

@ SendGroup_highPriority SendGroup:highPriority false {ok}
@ SendGroup_| SendGl -{null}
SendGroup_emsDv1 SendGroup:emsDv1 - {null}
SendGroup_emsDv2 SendGroup:emsDv2 -{null}
@ SendGroup_emsDv3 SendGroup:emsDv3 - {null}
@ SendGroup_emsDv4 SendGroup:emsDv4 - {null}
@ SendGroup_emsDv5 SendGroup:emsDv5 -{null}
@ SendGroup_emsDv6 SendGroup:emsDv6 - {null}
@ SendGroup_emsDv7 SendGroup:emsDv7 - {null}
@ SendGroup_emsDv8 SendGroup:emsDv8 -{null}
@ SendGroup_emshf1 SendGroup:emsMf1 -{null}
@ SendGroup_emshif2 SendGroup:emshf2 -{nuil}
@ SendGroup_emsMf3 SendGroup:emsMf3 -{null}
H Database
Name Type Qut Tuning Policy Name

@ SendGroup_emsDv1 Boolean Writable - {null} @ def defaultPolicy
@ SendGroup_emsDv2 Boolean Writable -{null} @ def defaultPolicy

I £3 New Folder ” [ New || [ Edit “ B8 Discover ” 23 Cancel ” < Add ” ~ Match

Link the global point such a outside temperature to the input property such Ems Dv1,
Ems Av1l at the added “SendGroup” point database.

11
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& WorkPlace AX

File Edit Search Bookmarks Tools

TR Rl

Window  Wire Sheet Help
/.\ -

- o—-"ﬂ‘(," I

Config < Drivers  “y AsdNetwork ® Groups @ Points

¥ Wire Sheet ~

A @ My Network

- @ My Host : DELL-75MA100 (wb)
+ =3 My File System
+ &i My Modules
=F Platform
- &g station (wb)
- B config
* @ Services
- %@ Drivers
+ €@ NiagaraNetwork
= €@ AsdNetwork
- & Groups
+ (@ Alarm Source Info
- oFmm
+ @ SendGroup_emsDv1
+ @ SendGroup_emsDv2
+ [ OutsideTemp
+ @ SendGroup_emsAv1
+ (O SendGroup
+ & mFI
+ (& Apps
+ B3 Files
+ #33 History
'/ station

1

SendGt emsAvl
Numeric Wrtsble

Out

In10

Ini6

~ [ Palette

O

+ [E NumericBitxor
+ [E NumericSwitch
+

% Random
+ [ sinewave

+ [ StatusDemuyx

L

T

12
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Below is the example of the logic programming inside the MZII controller.

Mo Connected Device | Directory: [C:A\PSEINMEZZ]

Edit Block: —-SETUP-

—Parameters—
<OUTIL> 12:
<UTILE>

—-ACCESS— <DELAY >

AD:1 <GROUP >

AQ:2 SUNHIT1>

AD:3 SUWIT2 >

AQ:4 <UWIT3>

Dio:1 SUNIT4> Lsec

Do:2 <DEVIC> FCUGRD
BSH183 Do:=32 <APPL > HOME

DO:=4 <DLSTP> DISABLED

DO:5

DOD:6

D=7

Do:8

Mo Connected Device | Directory: [C:SPEINMEZ]

Edit Block: RGRP:i <RGRF
—Parameters—
CACTOM> BLOCK USED
<MAME > RGRF
<FALBK> 248
—Inputs—

<DI1 OFF
<prz  » OFF
<DI3 > OFF
<DI4 > OFF
<DIS > OFF
BEN1BG3 <DIe > OFF
<DI? > OFF
<DIg& > k. OFF
<Al1 > a.a
<Aalz  »
>

>

<{RMOTE
<hui

SCHED: —Outputs—

ToE-TeE-TeE- e
JE-JoE-JoE- -

13
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Mo Connected Device | Directory: [C:xPSINMZIZ]

Edit Block: DO:? <FIRE FAN>
—Parameters—
Data|| <ACTON> DIRECT ACTING
—ACCESS— <MNAME > FIRE FAN
Ad:1 —Inputs-—
Files—| AO:2 <DI P E RGRP:=1:=:DU1
—MEW- Ad:=3 —Qutputs—
-DIR- ad:4 <Du > I
FBSN1681 Do:=1
BSH182 Do:=2
BSH1i82 D=3
BSN183 Do:-4
Do:5
DO:6
FDO:=Y
Do:8
EMS =1

Mo Connected Device | Directory: [C:sPSINHMEZ]

Edit Block: UTIL:=14 <OUTSTEMP>
-Parameters—
<COMEG > SELECT
<NAME > OUTSTEMP
<0OPER > SWITCH
<IUMIT> HONE
UTIL:=4 <OUNIT > HONE
UTIL:=5S —Inputs—
UTIL:6 <IN1L > RGRP:1:aU1l
UTIL:=% <IN2 > 6.8
UTIL:=8 <SLECT > OFF
BSH1G63 UTIL:=9 —Qutputs—
UTIL:=1@ <OUT1 > I
UTIL:=11 <ouT2 > I
MUTIL:12
UTIL:=13
FUTIL:=14

14
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Asd View

o Asd Device Manager
J Asd Point Manager

Asd Device Manager

The Asd Device Manager is the default view when you double-click on a Asd Network in the
Nav tree. This manager view provides a quick and easy way to display.

The Asd Device Manager is the default view for any Asd Network container. The Asd Device
Manager is a table-based view, where each row represents a unigue device. When building
a network in the station, you use this view to create, edit, and delete device-level
components. Below is an example Asd Device Manager view.

File Edit Search Bookmarks Tools ‘Window  Manager  Help
G s a- | D-BNE| S G|Y¥ h@onx| o= 0 Hea

Az i S

otk

Gl [T Blocks | <3 Asdhetwork
Q, Ie [y Metwark |L| Database
+ & Platform 2| |[Name Type Exts Address |Ems |Status Health B
- B2 Station (asd) [ Groups Grop G 'Th 0 ON  {ok} Ok [04-1an-12 £:49 FM MYT]
= B corfig | E ek sz vk @ T 32 ON  {ok} Ok [04-Jan-12 £:49 PM MYT]
+ ¢ services | |E murrrc_2 mHerc @ TR 2 ON  {unackedlarm} Ok [04-Jan-12 £:49 PM MYT]
= <R Drivers — | mzi_z MZIL &ty 3 ON  {ok} Ok [04-Jan-12 6:49 PM MYT]
+ <7 Niagarahletwork.
Eeir] 4 ork,
+ [ MMZK_32
+ [ MHPFC 2
+ [ MzI_3
+ = Files
+ &g History g
+1 L1 192,168,1,250 {blank) I«\\)

. I;;Ietge
= 3 |b_ |[j ifcAsd |L|

+ €3 AsdMetwork.

. AsdDeviceFolder
. AsdPointFolder
o

& Sendaroup

| £ New Folder ” [ New H Edit || £ Discover ” Cancel || Add H Match |

15



NETWORK 8000 ASD USER GUIDE

The view above shows a typical Asd Device Manager view.

The “New Folder”, “New”, and “Edit” buttons are not unique to the Asd Device Manager, and
are explained in the “Niagara AX User’s Guide” in the “Driver Architecture” section. The
“Match” button is not used for the Asd driver.

You can now add the devices to the station database by clicking the “Add” button. This will
pop up the “Add” dialog box:

Type to Add  f[] MZII -
Mumber ko Add

0K Cancel l}

The “Add” dialog box affords you the opportunity to tweak the display name, enabled state,
and/or address of each of the selected devices. Click the “OK” button to add the devices to
the database, or click “Cancel” to bail out.

The “Discover” button implements functionality that is unique and tailored to discovering Asd
devices. By clicking the “Discover” button, the “learn” mode of the manager is invoked (the
panes will be split, and a “discovery” table will be displayed in the top pane) .

16
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File Edt Search Bookmarks Tools  Window  Manager  Help

G- o-a- | D-80E B|Y DRk o w0 iBea

sd) & Statio Corfig %% Drivers & AsdNeby 1 Asd Device Manager +
Th Blocks | <5y Astetwurkl (%]
-
Q Ie My Netwark u | ° ﬁ #sd Learn Devices Success ® a |
+ B Platform =
- g Station (asd) 5 :
- B config Name Address |Description [
£ Ca Services E k2K _32 3z MMN-ASDT MICRONET INTEGRATOR
= Qa Drivers — MMHPFC 2 2 MICROMET HEAT PUMP | FAN COIL
MZII_3 3 MICROZOME 11
+ [ MNHPFC 2
+ [ M3
+ EI Files
+ g History '
+ 192.168.1,250 (blank) = Database
e Name Type Exts Address |Ems |Status Health B
AlElerte ol [ Grows  Groor @ O oM ok Ok [04-Jan-12 £:50 FM MYT]
= O [ [0 [=] [ [ED prizk sz mmzxc [P LES oM {ok} Ok [04-Jan-12 £:50 PM MYT]
[ mrmrrc_z vnHPRc §EL 2 OM  {unackedAlarm} Ok [04-Jan-12 6:50 PM MYT]
+ g AsdNetwark EmMzms  mzn [RL"NE oM ok Ok [04-Jan-12 6:50 FM MyT]
3 AsdDeviceFolder -
[+ % AsdPaintFalder
+ {3 sendGroup %
| [ New Folder || [ New ” Edit H 86 Discover || Cancel H Add || Match |
Q

Single or multiple Asd devices can be added as device by selecting the discovered row(s) in
the top pane, and clicking add. Doing so will cause the “Add” dialog box to appear:

Once the device(s) are satisfactorily edited, click “OK” to create the device corresponding to
the device property.

Asd Point Manager

The Asd Point Manager is the default view when you double-click on a “points” folder (a
AsdPointDeviceExt type folder) under a AsdDevice in the Nav tree. This manager view
provides a quick and easy way to display and learn Asd points in a Asd device.

The Asd Point Manager is the default view for any AsdPointDeviceExt container. The Asd
Point Manager is a table-based view, where each row represents a unique address within a
device.

Below is an example Asd Point Manager view.

17
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File Edt Search Bookmarks Tools  ‘Window  Manager Help

@ro- - | O- 0@ LD Y Rk X

|0 = O

Bl EHa8 o =

M Asd Point Manager -

+ T Nav =B
[ & Ie Ty Mebwork, DD
+ § Platfarm Name Type Oukt Tuning Policy Name B
-8 station (asd) @ emsDv_emsDv7?  Boolean Writable - {null} @ def defaultPalicy =
- B carfig @ emsDv_emsDvd  Boolean Writable - {null} @ def defaultPalicy ‘
= @SEW‘CES @@ emsdv_emsAvl  Numeric \ritable - defaultPalicy
= g Drivers v_R w2 | Mumetic W le |- 4 @ def defaultPalicy
= iagaraNetwork @ emsdv_emsAv3  Mumeric Writable - {null defaultPalicy
S| As . @ emsdv_emshvd4  Mumetic Writable - {null} @ def defaultPalicy
: % m:aﬁ;ﬁz . @ emsdv_emsAvS  Mumetic Writable - {null} @ def defaultPalicy
+ [ MzIL3 = @ emsdv_emshvs  Mumetic Writable - {null} @ def defaultPalicy
1. Files - @ emsdv_emsAv?  Mumetic Writable - {null} @ def defaultPalicy
+ g History | @ e!nsnv_emsn\u'S Murnetic Wr.itable - dnull} @ def deFauItPoI?cy %
i 192,168, 1,250 {blank) @ uiDv_uiDvl Boolean Paint: O {ak} defaultPalicy
ce oo oo @ uDv_uiDvz Boolean Paint: O {ak} defaultPalicy
+ Palette @ uiDv_uiDva Boolean Point M {ok} defaultPaolicy
=3 & |[j fFasd u @ uiDv_uilvd Boolean Paint OM {ok} defaultPalicy
@ uiDv_uiDvs Boolean Paint OM {ok} defaultPalicy
+ < psdietwork @ uiDv_uiDve Boolean Point O {ok} defaultPalicy
+ % AsdDeviceFolder @ uiDv_uilv? Boolean Point M {ok} defaultPaolicy
2 AsdPointFoldsr @ uiDv_uiDva Boolean Paint OM {ok} defaultPalicy
+ (O SendGrovp @ ity _uifel Murnetic Paint 65,00 {ak} defaultPalicy
@ uidy_uidwz Murnetic Paint 121.02 {ok} defaultPalicy
@ uidy_uidws Murnetic Paint 121.02 {ok} defaultPalicy
| @ idy 1idwd Mumeric Point 129 .02 {nkl defanlPolic: ﬂ
‘ [ New Folder ‘ [l New | Edit ) Discover || ) Cancel || =2 Add || < Match |

The “New Folder”, “New”, and “Edit” buttons are not unique to the Asd Device Manager, and
are explained in the “Niagara AX User’s Guide” in the “Driver Architecture” section. The
“Match” button is not used for the Asd driver.

The “Discover” button implements functionality that is unique and tailored to discovering Asd
devices points. By clicking the “Discover” button, the “learn” mode of the manager is invoked
(the panes will be split, and a “discovery” table will be displayed in the top pane) .

18
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Search  Bookmarks Tools  Window  Manager  Help
@ a-|D-8 0@ S LB YA X v oEHe o ¢

= % Naw

o

{asd) % Drivers & Asdhletwark

1 MZI_3

g Poinks

L B Ie My MNebwork

u | @ % Asd Learn Points Success ®» [ |
+ 2 Platform =
=T |
- B Config Name Ord ¥Yalue B
+ €9 Services H emshv_emsavd  emsfwviemsAvd - dnullt @ def o
- <) Drivers emshy_emsAvS  emsfviemsAvs - {nul} @ def ‘
+ B Miagaraetwork emshy_emsive  emsAviemsAve - 4null @ def E
= emsAy_emsav?  emsfviemsAv? - {null @ def
+ [ Mhze_32 emshy_emsave  emsfviemsAvd - {null @ def
* [l MHHPFC_ 2 uiDy_uilwl uiDw il 1 true {ok}
* [l Mz uiDv_uilwz true {ok}
: Z :Iilsetsnry ; uiDw_uibws 1 true {ok}
. 1. blank) m i uiDh
* 1 16 125( [~] uilv_uibvs true ok} [=|
Sfhaketic = Database 60 objects
= 3 B. I 3 ifcasd u MName Type Out Tuning Policy Name i
EEEy—, @ emsDv_emsDv?  Boolean Wr!table - {null} @ def deFauItPDI!cy ‘
i tsdDeviceFalder @ emsDv_emsDvE  Boolean Writable - {null} @ def defaultPolicy =
5 % fsdPaintFalder - {null} @ def defaultPolicy
+ {23 SendGroup - Il @ def defaultPalicy
- {null} @ def defaultPalicy
@ emshv_emsfvd  Mumeric \Wrikable - {null} @ def defaultPolicy
@ emsAv_emsAvS  Mumeric Writable - {null} @ def defaultPolicy ]

] New Folder || [l New || [ Edit || £y Discover || ) Cancel || o Add || < Match | ‘

Single or multiple points can be added as control points with AsdProxyExt extensions by
selecting the discovered row(s) in the top pane, and clicking add. Doing so will cause the
“Add” dialog box to appear:

Once the point(s) are satisfactorily edited, click “OK” to create the proxy points
corresponding to the point property.

Asd Block Manager

The Asd Point Manager is the default view when you double-click on a “blocks” folder (a
AsdBlockDeviceExt type folder) under a AsdDevice in the Nav tree. This manager view
provides a quick and easy way to display and learn Asd blocks in a Asd device.
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The Asd Block Manager is the default view for any AsdBlockDeviceExt container. The Asd
Block Manager is a table-based view, where each row represents a unique address within a
device.

Below is an example Asd Block Manager view.

File Edit Search Bookmarks  Tools  Window  Manager  Help
@-o- 4 | O- A0S B YhE@ADmx| lm% 0 Hea

= 192.168.1,129(asd) &% Station (asd) = Config  %mDrivers %% Asdhetwork B MZII 3 W, Blocks W Asd Block Manager =

Ell (I} Blocks |T;h Blocks |
@ Ie My Mebwork. tl - :
atabase ob
+ § Platform ~| |Name Type Dut Address Tuning Policy Name |Fault Cause B
= Eﬁ Station {asd) @ Ui _un_out Mumeric Point 65,00 {ok} UL:iL:0uT defaultPalicy
- B Config ~| | unt_unl_TIMER  Mumeric Point 0,00 {ok} UL:L:TIMER  defaultPolicy
¥ @ Services “| | @ UnL_UIl_DIAGN Boolean Point  OM {ok} UL:1:DIAGH  defaultPolicy
= S Drivers [ @ UIL_UIl_COUNT  Mumeric Point 0,00 {ok} UL L:COUNT  defaultPolicy
+ < Niagarahletwork @ UIz_UIZ_OUT  Mumeric Foirt 121,02 {ok} ULz:oUT  defaultPolicy
= R Asdnistwark @ UIz_UIZ_TIMER  Mumeric Point 0,00 {ok} ULZ:TIMER  defaultPolicy
¥
- % m:a’;l_:iZZ @ UI2_UIZ_DIAGN  Boolean Point  OM {ok} UL:2:DIAGH  defaultPolicy
- [ o3 = @ UI2_UIZ_COUNT  Mumeric Point 0,00 {ok} UL:2:COUNT  defaultPolicy
L A ioolean Foirn overridden i1 EeraultHolcy
i D1 D01 DY Eool Point  OFF idd D210 defaultPali
+ L alarm Source Info
e % Points ;| @ Doz_DOZ_DY Boolean Point O ok} [elelp-dnl defaultPolicy
R Blocke 5
¥ Palette E
= B R |D fesd I~ %
+ €7 AsdMetwork
+ AsdDeviceFalder
+ AsdPointFolder
+ {7 SendGroup
‘ [ New Folder || [31 New || Edit || £} Discover || Cancel H Add || Match |

o

The “New Folder”, “New”, and “Edit” buttons are not unique to the Asd Device Manager, and
are explained in the “Niagara AX User’s Guide” in the “Driver Architecture” section. The
“Match” button is not used for the Asd driver.

The “Discover” button implements functionality that is unique and tailored to discovering Asd

devices points. By clicking the “Discover” button, the “learn” mode of the manager is invoked
(the panes will be split, and a “discovery” table will be displayed in the top pane).

The Asd block is use for the user to override the point directly to the controller.
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) Nay

Q, (x| |0 My Hebwork

+ 2 Platform
-1 B station (asd)
- B config
] @ Services
- S3 Drivers
+ & NiagaraMetwork
- &3 AsdMetwark
+ [ MH2K_32
+ [ MHHPFC_z

Source Info

+ QEE
+ L] Blocks

¥ Palette

= B & |[j|FcAsd

+ €7 Asdetwork

£ % AsdDeviceFolder
[+ AsdPoinkFaolder
+ {23 SendGroup

Manager Help
= B 3 B x|

| ¥ &

Success » [ |

Discovered 22 objects
Block Type |Instance |Block Name |Attribute |¥alue il

+ @ a0 1 AOL 0.00
- i@ ac 2 A2 0.00 =
(. C onr 5
[ 2 QUTMA 0.00
- @Do 1 0ol 0.00
] 1 o 0.00
+ @D 2 Doz 100,00
A IS ool 3 Ihlok] n.on
Database 10 objects
Name Type Out Address Tuning Policy Name |Fault Cause B
@ U1 _un_out Mumetic Point 65,00 {ok} UL:1:0uT defaultPolicy -
@ UIl_UIl_TIMER  Mumeric Point 0,00 ok} UL:L:TIMER  defaultPolicy
@ UIl_UIl_DIAGM  Boolean Point QM {ok} UL:1:DIAGM  defaultPalicy
@ UIl_UI1_COUNT  Muretic Point 0,00 Jok} UL L:COUMT - defaultPalicy
@ U1z_Utz_out Murmetic Point 121,02 {ok} UL:2:ouT defaultPolicy =
@ UIZ_UIZ_TIMER  Mumetic Point 0,00 4ok} UL:Z:TIMER  defaultPolicy
@ Ulz_UIZ_DIAGM  Boolean Point QM {ok} UL:2:DIAGM  defaultPolicy
@ UIZ_UI2_COUMT  Mumetic Point 0,00 ok} UL:2:COUMNT  defaultPalicy
@ DO1_DO1_DY Boolean Poink  OFF {overridden: DO 1:0Y defaultPalicy
Al L o) Lol Dicick T SA Cu I =tN] IS Y=V S PN
£ New Folder ” [l New || [ Edit || Gf} Discover || ) Cancel || i Add ” ~ Match |
@

Single or multiple blocks can be added as control points with AsdBlockProxyExt extensions
by selecting the discovered row(s) in the top pane, and clicking add. Doing so will cause the
“Add” dialog box to appear:

Once the point(s) are satisfactorily edited, click “OK” to create the proxy points
corresponding to the point property.
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Asd Tunnel

The Asd Tunnel will allowed user to program the controller by using the XPSI software. The
XPSI tunnel only can support for none Micronet device such MicroZone2, MicroFlo2, LIM
and PEM.

Note: The PSI or XPSI software is now support both type of 32 and 64 bit OS, however with
PSI version 3.0 only support 32 bit OS. Incase the system are running with Windows 64 bit
operating system user could run the VM or Dosbox (
https://www.dosbox.com/download.php?main=1) , more information about the Dosbox
configuration please refer to this link
https://www.dosbox.com/wiki/Basic_Setup_and_Installation_of DosBox. For PSI version 4.1 is
support both 32 and 64 bit OS.

Install the 3" party Tibbo VSP Manager, you can find this setup application in the download
zip file. Execute the file call “tdst-5-10-01-x86.exe” or “tdst-5-10-01-x64.exe” base on your
operating system.

'@) Tibbo Device Server Toolkit Setup - X
‘ License Agreement
Please review the license terms before installing Tibbo Device
@ Server Toolkit.

Press Page Down to see the rest of the agreement.

in order to use this software, you must read and agree to the following license A
agreement. Please indicate your agreement by dicking I AGREE below.

DEVICE SERVER TOOLKIT
END USER LICENSE AGREEMENT

This License Agreement is a legal agreement between you (either an individual or an

entity) and Tibbo Technology, Inc. ("Tibbo") for Tibbo Device Server Toolkkit software
("Software®). You may install as many copies of the Software as necessary provided that
these copies are used SOLELY in conjunction with Tibbo's Serial-to-Network Devices. You
MAY NOT use this software to enable communications with or through the Serial-to- v

If you accept the terms of the agreement, dick I Agree to continue, You must accept the
agreement to install Tibbo Device Server Toolkit.

Cancel
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(@) Tibbo Device Server Toolkit Setup = X
‘ Choose Components
Choose which features of Tibbo Device Server Toolkit you want
@ to install.

Check the components you want to install and uncheck the components you don't want to
install. Click Next to continue.

Select the type of install: ]cUsm |
Or, select the optional Core files (required)
components you wish to Tibbo Monitor (recommended)
install:
B soovie]
[[] bocumentation

Create Start Menu Shortcuts

Description
Space required: 7.3MB Posifi

ur mouse over a component to seeits
ption.
Nullsoft Install 5
<Back |[ MNext> | | cancel
(@) Tibbo Device Server Toolkit Setup - X
‘ Choose Install Location
@ Choose the folder in which to install Tibbo Device Server Toolkit.

Setup will install Tibbo Device Server Toolkit in the following folder. To install in a different
folder, dick Browse and select another folder. Click Install to start the installation.

Destination Folder

| C:\Program Files\Tibbo\TDST I ’ Browse...

Space required: 7.3MB
Space available: 148.0GB

Nullsoft Install 5

< Back }I Install I : E:Ence_l
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(&) Tibbo Device Server Toolkit Setup -

Completing the Tibbo Device Server
‘ Toolkit Setup Wizard

Your computer must be restarted in order to complete the

installation of Tibbo Device Server Toolkit. Do you want to
@ reboot now?

(® Reboot now

(O 1want to manually reboot later

Reboot the computer.

After windows is start, from the windows start menu look for “Tibbo VSP manager”, press the
button “Add” to create the virtual serial port, make sure the communication port for
COM1/COM2 is physically is not available in the windows system. PSI/XPSI software only
allowed user to select COM1 and COM2. Incase the COM1/COM?2 is physically available in
the computer user has to disable before able to create the virtual communication port from
the Tibbo VSP Manager.

Tibbo VSP Manager - V5.11.00 (amd64) X |
Port Help
Portname Routingmode Destination Local Add
Remove
Remove All
Properties
Allow
Per-User
Configs
Add. edit remove Tibbo Virual Senal Ports
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Follow exactly as the configuration below:-

a) VSP name: select COM1 or COM2.

b) Specify By: IP address or Host Name incase you are working with DNS name such a
‘maxline2.asuscomm.com”.

c) IP-address: The JACE IP address.

d) Port: 1921, it can be change at the “AsdTunnelService” from the Niagara station.

New Tibbo Virtual Serial Port Properties ? X I
VSP Properties Control Lines Default Serial Settings
VSP name: COM2 v Foruser. Main Config
Networking
Transpont Tcp v Transport T (default)
protocol provider.
Routing Client + Connection Immediatly v
mode mode
On-the-fly Disabled v OTF index a
commands =
Listening 1 Connection |5 -
port tmeout At
Destination
Specify by- |P-address v Browse for DS
IP-address: 1192 168100.129 [1921]

e) Click button OK to complete the process.

25



NETWORK 8000 ASD USER GUIDE

Below is the example configuration at the Niagara side. There is a list for user to select for
the “Route Network” incase you have a multiple Asd Network in the station. This will route
the PSI tunnel to the specific network. You do not have to create or copy the
AsdTunnelService, it will create automatically whenever the station start if it was not
available in the service folder.

& WorkPlace AX - a X
File Edit Search Bookmarks Tools Window Help
-« - =-41-M--d DS O m- = =
My Host: DELL-75MA100 (wb) &7 Station (wb) = Config 3¢ Services < AsdTunnelService = Property Sheet ~
~ |z Nav 0| |¢» AsdTunnelService (Asd Tunnel Service)
B o I [ | - © neotes
P T
- @ My Host : DELL-SMA100 (wb) [4] [ © Port 192t
+ B3 My File System ) © Route Network  [asdNetwork [ ]
+ & My Modules _I © Socket Timeout [30secs - 2mins]
# Platform
- &g station (wb)
- B config
- P senices

+ & UserSenice
+ (@ CategorySenice
+ % JobSenice
+ @@ AlarmSenvice
+ £33 HistorySenvice
+ & AuditHistory
+ & LogHistory
+ &5 ProgramService
+ B& BackupSenice
+ B4 webSenice
© [
+ & AsdLicense
+ B PlatformSenvices

- 4@ Drivers
+ “B) NiagaraNetwork
+ <@ AsdNetwork

+ [ Apps

+ = Files
~ [ Palette

| x Bl T) iomsAsd

m

5] Cy —

+ B AsdNetwork
+ (@ AsdDeviceFolder
+ (i3 AsdPointFolder

+ © SendGroup Refresh [2] save

26



NETWORK 8000 ASD USER GUIDE

Licensing

Asd driver License is running independently from the Tridium license, it has no restriction to run to any of the
existing license vendor.

The Asd license provide 2 hour demo license without the unlock code. After the demo license expired the Asd
Driver communication will stop automatically and will show fatal fault at the Asd Network level. “ibmsAsd
license expired". To extend the demo period user required to restart the station.

& WorkPlace AX - O X

File Edit Search Bookmarks Tools Window Help

= = T « =
<= ) (L] e /l\ - 0 - -4
My Host: DELL-75MA100 (wb) | v Station (wb) ~ = Config 3 Services 3 AsdLicense = Property Sheet ~
v = Nav O] |& AsdLicense (Asd License Semvice)
@ My Network +ll | - © Hostid [fin-csp2-so0e3-7a16-250C ]
| Niagara Version 3.8.111
- @ My Host : DELL-7SMA100 (wb) |- @ hig ) I ]
+ 53 My File System _| © Vendor Version [ibmsasd-3.8.112.2 |
+ & My Modules 4 © Mode
# Platform _ @ Generated |2019-04-04 |
= R Station (wb) _I @ Point Limit
- B config
- € Seniices _I © Total Network Usage
+ & UserSenice | © Total Point Usage I:]
+ (P CategorySenvice _1 © Unlock Code [none

+ 9 JobSerice

* . AlarmSenvice

+ &3 HistorySenvice

+ A AuditHistory

+ & LogHistory

+ &7 ProgramSenvice

+ E@ BackupService
&8 WebSenice

+ & AsdTunnelSenvice

- o [

+ 2 PlatformSenvices

- <@ Drivers
+ %R NiagaraNetwork
+ <@ AsdNetwork

m

+ ] Apps
+ B3 Files v
~ [ Palette m]
X ) ibmsAsd v

+ B AsdNetwork
+ (@ AsdDeviceFolder =
+ @ AsdPointFolder

| Refresh H [ save
+ O SendGroup v pd =
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To request the license submit the JACE/Web Supervisor host ID, to unlock the driver simply go to the license
property action and invoke command “License Update”, the dialog “License Update" will appear. Place the
signature code at the “Signature” property. Please take note the license only provide by authorize vendor. If the
signature code is successful enter the property “Mode" will automatically change to “registered” and user is
required to restart the station to apply the change.

***E N D***

45 Nisgara Workbench —
File Edit Search Bookmarks Tools ‘Window Help
| B O- @& & 2 @ &- H @& 4
- & & = EllE
~ [z |Nav
-] [ My Network -] AsdlicenseService (Asd License Service)
2 (2 HostId [gnx-avin-cooo-oEsc-Fa33 |
&R Platform
B station (wb17) 3 Niagara Version [t-2.93.20 ]
£ alarm (D) vendor version ibmsAsd-4.4.113.0 |
Conti .
£ Services
2 AlarmService Actons ’ e '
i BackupService New p Count [
@ Catmrrserves [ carvam Netmork Usage
Bl sobservice Point Usage B
28 Roleservice Make Template lre [aone
£ UserService
3 AuthenticationSery E Z:t
12l pebugservice B PE::E
[ BoxService
52 Foxservice () Paste Specal
HierarchyService Fﬁ Duplicate
#3 HistoryService | & Delete
£ auditHistoryServict iy Find
£ LogHistoryService .
& ProgramService Lk Mark
. SearchService
T3 TagDictionaryServi
Relation Mark
& Platformser 0 Rename
B Drivers ) Set Display Name
& NiagaraNetwork | S Reorder Z Refresh || = save
Composite

#& License Update

(O Asd License Config

_1 @ Unlock Code |

- @ PointLimit  fNone |~

I OK || Cancell
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